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*** Start of Changes ***

 8 Policy and charging control for 5GC
8.1 General
The Policy and charging control for 5GC architecture includes the following functionalities:

-
Application and service data flow detection,

-
QoS and gating control,

-
Credit management,

-
Flow based charging,

-  
Event trigger and report, 

-  
Usage Monitoring Control and report,

-  
Handling of packet filters provided to the UE,

-  
IMS Emergency Session Support,

-  
Multimedia Priority Service Support,

-  
Service capability exposure,

-  
Redirection,
-
Background data transfer policy negotiation,
-
Management of the PFDs in the SMF by the 3rd party AS,
-
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point, For this purpose the PCF sends to the SMF Traffic steering information defined in Clause 8.3.6.
Relevent descriptions of the above functionalities in this specification are also applied for 5G with the following differences: 
-
PCRF corresponds to PCF in 5G;
-
PCEF functionalities are distributed in SMF and UPF as described in Clause 8.3.2.2; 
-
Interactions with TDF and TSSF are not applicable for 5G;
-
Policy control for CDMA network and the interactions with BBERF are not applicable for 5G;
-
The term IP‑CAN bearer and IP-CAN session are only applied to the functionalities and interfaces for legacy interworking. IP-CAN bearer corresponds to QoS flow and IP-CAN session corresponds to PDU session in 5G. Policy control enforcement on the PDU session includes the policy control of both IP type and non-IP type traffic.
8.2 Architecture model and interactions between PCF and NFs
The overall non-roaming and roaming policy framework architecture and interactions between PCF and NFs are defined in TS 23.501 [x] Clasue 4.2.x.
8.3 Functional description

8.3.1 Overall description
Session based Policy and Charging control comprises the PCF provisioning of policy rules over N7 to the SMF for the enforcement of policy and charging control in the SMF and UPF.
Termination of interfaces towards session based Policy control functions is located in the SMF.

8.3.2 Functional entities
8.3.2.1 PCF
The PCF encompasses session management policy control, flow based charging control, access and mobility management policy control, UE policy control and policy control based on the interatction with NWDAF functionalities.
For session management policy control and flow based charging control, functionalities of PCRF specified in Clause 6.2.1 are reused with the difference described in Clasuse 8.1.
Access and mobility management policy control, UE policy control and policy control based on the interatction with NWDAF functionalities are defined in TS23.501 [x]. 
8.3.2.2 Policy enforcement functionalities 
The functionality of the SMF is described in TS 23.501 [x] clause 6.2.2 and the functionality of UPF is described in TS 23.501 [x] clauses 5.7.1, 5.8.2 and 6.2.3. 
The functional distribution of the policy enforcement of the policy and charging rules between the SMF and the UPF is described in table A.3.1.3

Table A.3.1.3.1-1: Functional distribution of policy enforcement functionality in the SMF and the UPF
	Main enforcement functionality
	Sub-functionality
	SMF
	UPF
	Comments

	PDU session policing
	1.
UL/DL Session AMBR enforcement
	
	X
	

	Policy Framework related functions
	1.
Service detection, per SDF traffic matching 
	
	X
	Service detection includes the detection of both IP PDU traffic and Ethernet PDU traffic

	
	2.
SDF QoS to QoS Flow QoS mapping
	X
	 
	

	
	3.
UL QFI to QoS flow mapping verification and mapping of DL traffic to corresponding QoS flow
	
	X
	

	
	4.
UL and DL SDF level gating
	
	X
	

	
	5.
UL and DL SDF level MBR enforcement
	
	X
	

	
	6.
UL and DL SDF level GBR enforcement
	
	X
	

	
	7a.
UL and DL per SDF level charging control
	X
	
	(NOTE)

	
	7b.
UL and DL SDF level measurement for charging
	
	X
	

	
	8.
Usage monitoring
	X
	X
	

	
	9.
Event reporting (including application detection)
	X
	X
	

	
	10.
Redirection
	X
	X
	

	
	11.
Predefined PCC rules activation and deactivation
	X
	X
	

	
	12.
PCC support for SDCI
	X
	X
	

	
	13. Traffic steering control
	X 
	X
	

	
	14. Reflective QoS Control
	
	X
	

	NOTE:
The detailed requirements and the reference points between SMF and charging functions are defined in 3GPP 32-series TSs.


8.3.3 Policy and charging control rule and information
To enable the enforcement in the 5GC system of the policy decisions made by the PCF for the policy and charging control of a service data flow, the 5GC system shall provide 5G Policy and Charging Control information from the PCF to the SMF. The PCF may also provide information on PDU-CAN session level.

Two different types of PCC rules exist: Dynamic rules and predefined rules. The dynamic PCC rules are provisioned by the PCF in the SMF, while the predefined PCC rules are directly provisioned into the SMF/UPF and only referenced by the PCF.

The PCC rule information defined in TS 23.203 is re-used in 5G with the following differences:

-
Additional information needed compared to the 23.203 PCC rule information is described in the table and text below

Editor's note:
It is FFS whether further additional information applies in 5G PCC information

Editor's note:
It is FFS what other info in 23.203 PCC rule that do not apply in 5G PCC information

Editor's note:
Further description of applicability of information in the 23.203 PCC rule and its usage in 5G is FFS.

Table 3.1.3.3-1. Additional information needed compared to the 23.203 PCC rule
	Information name
	Description
	Category
	PCF permitted to modify for dynamically provided information

	Service data flow detection
	This part defines the method for detecting packets belonging to a service data flow.
	
	

	Service data flow template
	For IP PDU traffic: 

Either a list of service data flow filters or an application identifier that references the corresponding application detection filter for the detection of the service data flow.

For Ethernet PDU traffic:

Combination of traffic patterns of the Ethernet PDU traffic.
	Same as defined in TS 23.203
	Same as defined in TS 23.203

	Policy control
	This part defines how the SMF shall apply policy control for the service data flow.
	
	

	5G QoS Indicator (5QI)
	Identifier for the authorized QoS parameters, as defined in 3GPP TS 23.501, clause 5.7.2
	Conditional

(NOTE 1)
	Yes

	Priority Level
	as defined in 3GPP TS 23.501, clause 5.7.3
	Conditional
(NOTE 2)
	Yes

	Packet Delay Budget
	as defined in 3GPP TS 23.501, clause 5.7.3
	Conditional

(NOTE 2)
	Yes

	Packet Error Rate
	as defined in 3GPP TS 23.501, clause 5.7.3
	Conditional

(NOTE 2)
	Yes

	Bind to Default QoS Flow
	Indicates the SDF shall always bind to the Default QoS Flow
	Conditional
	Yes

	QoS Notification Control (QNC)
	Indicates a request for notification to RAN for the SDF when the QoS targets for a GBR 5QI cannot be fulfilled for a QoS flow during the lifetime of the QoS flow. The QNC is the Notification Control 5G QoS parameter defined in 3GPP TS 23.501 clause 5.7.2.
	
	Yes

	Reflective QoS Indication
	Indicates to apply reflective QoS for the service data flow. Reflective QoS is defined in 3GPP TS 23.501 clause 5.7.5.
	
	Yes

	Traffic Steering Enforcement Control
	This part describes identities required for Traffic Steering Enforcement Control, the identifier of the target Data Network access, and the SMF notifications about DNAI change 
	
	

	Data Network Access Identifier
	Identifier of the target Data Network Access. It is defined in 3GPP TS 23.501, clause 5.6.7.
	
	Yes

	Data Network Access Change report
	Indicates whether a notification in case of change of DNAI at addition/change/removal of the UPF is requested, as well as the destination(s) for where to provide the notification. The notification information includes the target DNAI and an indication of early and/or late notification. It is defined in 3GPP TS 23.501, clause 5.6.7
	
	Yes

	NOTE 1:
The 5G QoS Indicator is mandatory for QoS flow binding in the SMF, unless the Bind to Default QoS flow is included.

NOTE 2:
Optional, and applicable only for Dynamic 5QI(s).

NOTE 3:
Mandatory unless the Bind to Default QoS flow indicating QoS Flow binding to default QoS flow is included.


Editor's note:
It is FFS how it is indicated in the PCC rule the AF subscription to SMF notifications.

Editor's note:
The details of charging are specified by SA5, which may require later amendments to the Charging information in the 5G Policy and Charging Control information.
Editor’s note:
What are the traffic patterns used for the detection of the Ethernet PDU traffic is TBD.
The Service data flow template may comprise any number of Service data flow filters or an application identifier for IP PDU traffic as is defined in TS23.203[4]. Additionally, it may also comprise any combination of traffic patterns of the Ethernet PDU traffic.
The 5G QoS Indicator, 5QI, represents the QoS parameters for the service data flow. The SMF maintains the mapping between the 5QI and the QoS concept applied within the specific PDU session.

The Bind to Default QoS Flow indicates that the SDF shall be bound to the default QoS Flow. The presence of the 'Bind to Default QoS flow' parameter attribute causes the 5QI/ARP/QNC of the rule to be ignored by the SMF during the QoS Flow binding. Note that if the default QoS flow is non-GBR, QNC is not relevant.
The QoS Notification Control indicates a request for notification to the access network (RAN) for the SDF when:

-
The QoS targets for a GBR 5QI cannot be fulfilled for a QoS flow during the lifetime of the QoS flow. If it is set and QoS targets cannot be fulfilled, RAN sends a notification towards SMF, which notifies to PCF or other interested receivers. It is indicated by the QoS Notification Control (QCN) information element, which is equivalent to the Notification Control 5G QoS parameter described in clause 5.7.2.

The Reflective QoS Indication indicates to apply reflective QoS for the service data flow. Reflective QoS is defined in 3GPP TS 23.501 clause 5.7.5.
The Traffic Steering Enforcement Control contains:

-
The Target DNAI is a reference to the DNAI the SMF needs to consider for UPF selection/reselection.

-
The Data Network Access Change report parameters (Target DNAI and Indication of early and/or late notification) instruct the SMF about what information to forward to the PCF when DNAI changes at change of the UPF and where to provide the indication.
8.3.4
5G PDU Session and QoS flow related policy information

The PCF may provide 5G PDU-session related policy information to the SMF.

The IP-CAN bearer and IP-CAN session related policy information defined in TS 23.203 is re-used in 5G with the following differences:

-
Attributes for IP-CAN bearer are not applied to 5G.

-
Attributes relate to the PDU-session instead of the IP-CAN session.

- 
Attribute Default NBIFOM access is not applicable to 5G.

-
Additional information needed compared to the 23.203 IP‑CAN bearer and IP‑CAN session related policy information is described in the table and text below

Table 3.1.3.3-1: Additional information needed compared to the 23.203 IP‑CAN bearer and IP‑CAN session related policy information

	Attribute
	Description
	PCF permitted to modify for dynamically provided information
	Scope

	IP Index (NOTE 1)
	Provided to SMF to assist in determining the IP Address allocation method (e.g. which IP pool to assign from) when a PDU session requires an IP address – as defined in TS 23.501, clause 5.8.1.1


	No
	PDU Session

	5QI (NOTE X)
	Defines 5QI value from the non-standardized value range. 
	Yes
	PDU Session / QoS flow

	5G QoS Characteristics (NOTE X)
	Defines 5G QoS characteristics associated to the 5QI attribute, which includes Resource Type (GBR or Non-GBR), Priority level, Packet Delay Budget and Packet Error Rate. (NOTE Z)
	Yes
	PDU Session / QoS flow

	Authorized QoS per QoS flow (NOTE 2)
	Defines the authorised QoS for the QoS flow (5QI, GFBR, MFBR).
	Yes
	QoS flow

	Authorized MFBR per 5QI (NOTE 2) (NOTE 3)
	Defines the authorised MFBR per 5QI
	Yes
	PDU Session

	Authorized Session-AMBR
	Defines the Aggregate Maximum Bit Rate for the Non-GBR QoS flows of the PDU session
	Yes
	PDU Session

	Authorized default 5QI/ARP
	Defines the default 5QI and ARP of the QoS flow.
	Yes
	QoS flow

	Condition (NOTE 4)
	Defines the condition (s) for which one or multiple attributes of the policy are enforced (NOTE 5)
	No (NOTE 8)
	PDU Session / QoS flow

	Conditional Attribute (NOTE 4)
	Defines the attributes that are conditionally enforced. (NOTE 6) (NOTE 7)
	No (NOTE 8)
	PDU Session / QoS flow

	NOTE 1: This attribute is optional.

NOTE 2: Either Authorized QoS per QoS flow or Authorized MFBR per 5QI is used: If the PDU session establishment/modification is triggered by the network, Authorized MFBR per 5QI is used; if the PDU-session establishment/modification is triggered by the UE, Authorized QoS per QoS flow is used.

NOTE 3: This attribute is only applicable when the PDU session supports non-GBR QoS flows that have a separate MFBR per 5QI.

NOTE 4: The Condition and Conditional Attributes are used together. The PCF may provide up to four instances of them. For each instance, one or multiple Conditional Attribute may be associated with the same Condition if the policy enforcement defined by those attributes is triggered by the same condition value. When multiple instances are provided, the values of the associated Condition have to be different.

NOTE 5: For this release, the values of the Condition attribute only includes time and access type, and only one Condition value is supported for each Condition and Conditional Attribute association.

NOTE 6: For this release, only Authorized Session-AMBR and Authorized default 5QI/ARP can be defined as the Conditional Attribute. 

NOTE 7: The Conditional Attribute can be a pair of Condition and Conditional Attribute. Up to 2 dimensions of Conditions are allowed for each Conditional Attribute. In case of 2 dimensions of conditions which contains time value, the time value is the primary condition.

NOTE 8: The PCF may replace all instances that have been provided previously with a new instruction. A previously provided Condition and Conditional Attribute pair cannot be individually modified.
NOTE X: 5QI and 5G QoS Characteristics are used together.

NOTE Y: It only applies when non-standardized 5QI is used in the PDU Session / QoS flow.

NOTE Z: The same value of the non-standardized 5QI and its 5G QoS Characteristics can be assigned to multiple PDU Session(s) / QoS flow(s). For the same period of time, PCF should not assign different 5G QoS Characteristics to a single value of 5QI.


5QI and 5G QoS Characteristics are used together. 5QI defines 5QI value from the non-standardized value range and 5G QoS Characteristics includes the concrete QoS characteristics (i.e. Resource Type (GBR or Non-GBR), Priority level, Packet Delay Budget and Packet Error Rate) that are identified by the 5QI. 

NOTE: PCF can assign the same 5QI to multiple PDU Session(s) / QoS flow(s), and the values of the associated Resource Type (GBR or Non-GBR), Priority level, Packet Delay Budget and Packet Error Rate should be the same during the same period of time.
The Authorized QoS per QoS flow defines the authorised QoS for the QoS flow (5QI, GFBR, MFBR), it is used when the PDU-session establishment/modification is triggered by the UE.

The Authorized MFBR per 5QI defines the authorised MFBR per 5QI. It is used only when the PDU session supports non-GBR QoS flows that have a separate MFBR per 5QI and the PDU session etablishment/modification is triggered by the network.

The Authorized Session-AMBR defines the UL/DL Aggregate Maximum Bit Rate for the Non-GBR QoS flows of the PDU session, which is enforced in the UPF as is defined in Clause 5.7.1. The PCF may provide the (unconditional) Authorized Session-AMBR in every interaction with the SMF. When SMF receives it from the PDU session policy, it is provided to the UPF over N4 interface for the enforcement. SMF shall also communicate the changed Session-AMBR to the UE.
The Authorized default 5QI/ARP defines the default 5QI and ARP of the QoS flow, which is provided by the PCF to the SMF for it to set QoS parameters for the QoS flow corresponding to the default QoS rule as is described in Clause 5.7.2.

NOTE 1:
There is always an unconditional value for the Session-AMBR/ default 5QI/ARP available at the SMF. The initial value is received as Subscribed Session-AMBR / default 5QI/ARP in an access specific manner and the PCF can overwrite it by providing an Authorized Session-AMBR / default 5QI/ARP.

NOTE 2:
In order to reduce the risk for signalling overload, the PCF should avoid simultaneous provisioning of Authorized Session-AMBR / default 5QI/ARP for many UEs (e.g. by spreading over time).

The Condition and Conditional Attribute are used together. Condition indicates that the associated Conditional Attribute(s) is only enforced when certain condition(s) defined by this attribute is/are met. One or multiple instances of conditional policies with different conditions, may be provided by the PCF. The PCF may provide up to four instances of them in the policy. When SMF receives a Condition and Conditional Attribute association, it stores it locally. Only when the condition(s) defined for the policy is/are met, the SMF enforces (or instructs UPF to enforce) the policy. 

Upon PCF changing the unconditional Authorized Session-AMBR / default 5QI/ARP or providing a conditional Authorized Session-AMBR / default 5QI/ARP, the SMF shall discard (or instruct UPF to discard) any previously received conditional Authorized Session-AMBR / default 5QI/ARP.

The PCF may provide the unconditional and/or one or multiple instances of conditional Authorized Session-AMBR / default 5QI/ARP together with a time condition. When the time condition is reached, the PCF shall apply the unconditional and/or conditional Session-AMBR / default 5QI/ARP as unconditional and/or conditional Authorized Session-AMBR / default 5QI/ARP and discard any previously applied conditional Authorized Session-AMBRs / default 5QI/ARPs.

NOTE 4:
The modification is made in the same way as if the PCF had modified the Authorized Session-AMBR / default 5QI/ARP at that point in time.

Up to four instances of Condition and Conditional Attribute pairs may be provided by the PCF. When the Condition is a time value, the SMF shall discard (or instruct UPF to discard) any previously received Conditional Attribute instances on explicit instruction as well as whenever the PCF provides a new instruction for one or more subsequent changes to the Conditional Attribute or any other subsequent parameter.

NOTE 5:
In order to provide further Subsequent Conditional Attribute in a timely fashion the PCF can use its own clock to issue the desired changes or use the Revalidation time limit parameter to trigger a SMF request for a policy decision.
8.3.5 Binding
8.3.5.1
General

The binding mechanism is the procedure that associates a service data flow (defined in a PCC rule by means of the SDF template), to a specific QoS Flow ID (QFI) as defined in clause 5.7.1.

For service data flows belonging to AF sessions, the binding mechanism shall also associate the AF session information with the specific QoS Flow ID that is selected to carry the service data flow.

The binding mechanism includes three steps:

1.
Session binding.

2
PCC rule authorization.

3.
QoS flow binding.
Editor's note:
Additional clarifications on how TS 23.203 [4], clause 6.1.1 relates to 5G is FFS.
8.3.5.2
Session Binding

Session binding is the association of the AF session information to one and only one PDU‑CAN session.

The PCF shall perform the session binding in the same way as defined in TS 23.203 clause 6.1.1 with the following differences and access-specific aspects:

-
The PCRF is replaced by the PCF.
-
IP-CAN corresponds to PDU-CAN.
-
The packet data network (PDN) the user is accessing is represented by the data network name (DNN).

8.3.5.3
PCC rule authorization

PCC Rule authorization is the selection of the 5G QoS parameters for the PCC rules.

PCC rule authorization is performed as described in TS 23.203, clause 6.1.1 for rules handled in NW mode, with the following differences:

-
The PCRF is replaced by the PCF.
-
The QoS parameters considered are the 5G QoS parameters (5QI, ARP, GFBR, MFBR, etc.).
-
IP-CAN corresponds to PDU-CAN.
-
PCF does not support procedures and information specifically related to Gxx.

8.3.5.4
QoS flow binding

QoS flow binding is the association of the PCC rule to a QoS flow identified by the QFI.

QoS Flow binding is performed in the same way as bearer binding described in TS 23.203, clause 6.1.1 with the following differences:

-
IP-CAN bearer is replaced by QoS flow.
-
QoS Flow binding function is located at the SMF
-
The binding is created between service data flow(s) and the QoS flow which have at least the same 5QI and, ARP.

Editor's note:
The relevance of further parameters described in 23.203 or 23.501 (e.g. notification control parameters, Reflective QoS Indication) for the QoS flow binding is FFS.
8.3.6 Traffic Steering Control Information
The PCF may provide traffic steering control information to the SMF in the PCC rules for the purpose of steering the subscriber's traffic appropriately, e.g. diverting (locally) some traffic matching traffic filters provided by the PCF. The traffic steering control can be used for uplink, downlink or both directions.
For this purpose, the PCF may associate a traffic descriptor (SDF filter or application identifier), with Traffic steering control information made up of a (set of) DNAI and of traffic steering policy identifiers.

Based on the DNAI corresponding to the UPF, the SMF provides the UPF with a mapping from the traffic descriptor to a traffic steering policy identifier.
The UPF enforces the referenced traffic steering policy. To enforce the traffic steering policy, the UPF performs deployment-specific actions as specified in the traffic steering policy.

NOTE:
The UPF may, for example, perform marking packets in order to indicate a certain type of traffic to the DN side of the N6 reference point which enables those packets to be steered in the DN. As another example the UPF may forward, i.e. offload, traffic identified by the traffic descriptor to a local tunnel.

The traffic steering control information may also contain information regarding SMF notifications about DNAI change, as described in clauses A.3.1.3.2 and 5.6.7.
8.3.7 Event trigger
A.3.1.15.1
General

The policy related NF (e.g. AMF, SMF) performs event trigger detection. When an event matching the event trigger occurs, the NF shall report the occurred event to the PCF. The event from the related NF shall be reported via their respective service based interface.

The event triggers described in TS 23.203, clause 6.1.4 are reused with the following differences:

-
The PCRF is replaced by the PCF.

-
The PCEF is replaced by the SMF (and UPF).

-
IP-CAN corresponds to PDU session.

-
IP-CAN bearer corresponds to QoS flow.

-
There is no TDF and no BBERF in 5G.

Editor's note:
Whether the event trigger related to NBIFOM, 3GPP PS Data Off, SRVCC and Location change (serving cell) is supported or not is FFS.

-
Event triggers only supported when the BBF (Bearer Binding Function) is located in PCRF are not needed.

-
Following events are not supported: QoS change exceeding authorization, Traffic mapping information change.
8.3.8 PFD management

PFD (Packet Flow Description) is a set of information enabling the detection of application traffic including:

-
PFD id; and

-
a 3-tuple including protocol, server side IP address and port number; or

-
the significant parts of the URL to be matched, e.g. host name; or

-
a Domain name matching criteria.

NOTE:
Based on the agreement between SCS/AS and mobile operator, the PFD can be designed to convey proprietary extension for proprietary application traffic detection mechanisms.

The Management of Packet Flow Descriptions (PFDs) enables the PCF to perform accurate application detection when PFDs are provided by an ASP (through NEF) and then to apply enforcement actions as instructed in the PCC Rule.

The PFDs may be retrieved by SMF from UDR in "pull" mode or may be provisioned from UDR to the SMF in "push" mode. Descriptions on PFD management in TS 23.203[4] Clause 6.1.20 also apply to 5G with the following differences:

· PCRF is replaced by PCF;

· PFDF is replaced by UDR;

· TDF is not applied;

For “push mode”, SMF subscribes the PFD changes from the UDR. When NEF receives any update(s) from the ASP, it stores the update(s) in the UDR, and the UDR distributes the update(s) to the SMF who has subscribed the PFD changes.
*** End of Changes ***

